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Executive Summary
States will lead the development of technology policy in the United States over the next two 
years. While Congress has struggled to pass legislation that would reform governance of the 
technology sector, states have already succeeded in changing the rules on key issues like 
privacy, child safety, and taxation. 

However, despite a series of landmark laws and state-led court settlements, states have been 
slow to regulate platforms. States passed approximately 28 platform regulation bills that 
directly related to platform regulation in the last two years: four states passed comprehensive 
privacy legislation and four passed significant content moderation bills. California passed a 
law governing children’s online safety, but few states have followed. In antitrust, several states 
considered bills regulating app stores, and New York and Minnesota considered sweeping 
overhauls of their antitrust laws, but none were passed.

In the state legislative sessions that kick off in January 2023, states are likely to pass laws that 
shape technology products and business models. Many of the state legislatures that reconvene 
in January will be meeting for the first time following the Supreme Court’s decision to overturn 
Roe v. Wade. They will be under enormous pressure to pass laws that expand, protect, or restrict 
reproductive rights. Because  online speech and privacy are so closely intertwined with how 
people express their views on the issue, technology will inevitably be swept up in these battles. 
State lawmakers will seek to use platform regulation to advance their objectives. 

While states have an incentive to pass new legislation this session, their political architecture 
also makes new legislation more likely. Over the last two years, of the 28 platform regulation 
bills that were enacted by states, 23 were passed by a “trifecta”1 government where one party 
controlled both houses of the legislature and the governor’s mansion. Following the midterms, 
there are now 38 trifecta state governments, up from 37 in the last session. Four states now 
have trifectas that did not in the last session: Michigan, Minnesota, Massachusetts, and 
Maryland.2 Given the stakes and political realities, states are likely to be the epicenter of 
technology policymaking in the months ahead.

This report provides a roadmap to the coming debates by describing the state of state platform 
regulation. It offers overviews of recent state action in five prominent areas of platform 
regulation: privacy, content regulation, antitrust, child safety, and taxation. In addition to 
discussing both introduced and enacted state legislation, it examines notable state litigation. 

The report also outlines some of the major trends seen over the past legislative session and 
anticipates likely policy developments in the next one. Below we preview some of the major 
trends we expect to see in the forthcoming legislative sessions.

1.  We use the terms “trifecta” and “unified” interchangeably to mean state governments where a single party controls both legislative houses and the governor’s seat. 
2.  And three now have divided governments that previously had trifectas. 

https://www.supremecourt.gov/opinions/21pdf/19-1392_6j37.pdf
https://ballotpedia.org/Election_results,_2022:_State_government_trifectas
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Looking Ahead to 2023

Privacy
•	  States will continue to consider bills based on the Washington Privacy Act 

that do not include a private right of action, have an opt-out rather than opt-
in provision, and include a significant cure period.

•	  More states will pass genetic or biometric data privacy legislation.
•	  Abortion debates will spur state action on privacy.
•	  There is unlikely to be federal action that will slow down states’ 

policymaking in privacy.

Content Moderation
•	  Republican-controlled states will likely continue introducing bills similar to 

those passed in Florida and Texas, which define social media platforms as 
common carriers and limit content moderation. 

•	  Upcoming SCOTUS cases will shape the landscape for state lawmaking.
•	  Abortion debates will spur state action on content regulation.

Antitrust
•	  Revisions to state antitrust laws remain unlikely.
•	  Antitrust enforcement through multistate litigation will likely remain a 

significant priority for both Republican and Democratic attorneys general.  
•	  App stores will continue to be a focus for state legislation and litigation.

Child Safety
•	  Both parties will prioritize online child safety policy.
•	  State privacy legislation will include heightened protections for children. As 

more states pass privacy bills, many of them will likely implement specific 
additional privacy protections for the data of minors.

•	  More state bills will adopt a “safety by design approach, following the model 
of California’s Age-Appropriate Design Code.

Taxation
•	  Lawmakers will continue to propose new digital taxes. 
•	  Due to the legal challenges to Maryland’s digital tax law, states will likely 

pursue alternative models for taxing the technology sector. 



5The State of State Platform Regulation

Background 

3.  New York has about 34 times the population of Wyoming, and so perhaps it is not surprising the state considers 32 times the number of bills.

In the last session, state legislators introduced 
hundreds of bills that promised to reform how 
technology platforms are governed. While most of 
these bills have not become law, they underscore how 
technology policy is rapidly becoming as much a state 
issue as it is a national or international one. Every state 
legislature will convene in the next few months. For 
many of them, this will be the first legislative session 
since the Supreme Court overturned Roe v. Wade. That 
decision has significant implications for online privacy 
and expression and is likely to motivate a flurry of state 
activity in tech policy that could reshape the sector.
 
States have long been seen as the “laboratories” of 
democracy, in part because they can be quicker to test 
out new laws and regulations. Unlike the US Congress, 
most states do not have a filibuster. States are able, in 
some instances, to enforce federal law. Dozens of state 
governments are controlled by one political party, which 
makes it easier to pass new legislation.

Following the 2022 midterms, 38 states now have 
“trifecta” governments, with Democrats controlling 17 
and Republicans controlling 21 (with the control of two 
state governments still undecided as of 12/5). Unified 
control of state governments greatly increases the 
chance that states pass meaningful legislation. As seen 
in Figure 2, of the 28 platform regulation bills passed in 
2021-2022 that we identified for this report, 23 (82%) 
were enacted by states with unified governments. All 
five exceptions were passed in Virginia or Maryland. 
Notably, the two bills passed in Virginia under a divided 
government in 2022 were amendments to major 
comprehensive privacy legislation passed under a 
trifecta Democratic government in 2021. 

Despite state legislators’ growing interest in technology 
policy, there remain significant limitations to how 
states can regulate digital platforms. The US Congress 
is responsible for regulating interstate commerce, and 
federal law preempts state law. For example, state 
content regulation cannot violate the First Amendment, 
and if it imposes liability in a way that conflicts with 
Section 230 of the Communications Decency Act, 
courts are likely to strike it down. Similarly, new state 
taxes on internet platforms must not run afoul of the 
Internet Tax Freedom Act.

State policymaking receives far less attention and is 
often less understood than federal action, in part due 
to the differences in the policy process at the state and 
federal levels. While the US Congress is in session year 
round, most state legislatures meet for only part of 
the year. Some states, like New York or Pennsylvania, 
meet throughout the year. For others, like Arkansas or 
Virginia, the regular legislative session lasts only a few 
weeks. Four states, Texas, Nevada, Montana, and North 
Dakota did not have any regular sessions in 2022.

As might be expected, there is also a wide variation in 
the number of bills different state legislatures consider 
each year. For example, the Wyoming legislature 
is estimated to consider 500 bills in the upcoming 
legislative session; the New York state assembly is 
estimated to consider 16,000.3

In most states, legislators are neither expected to work 
full-time on their legislative duties nor have the capacity 
to hire large staffs. While legislators in 10 states are 
employed full-time and on average are compensated on 
average about $82,000. For the other states, legislators 

Table 1: Democratic and Republican Control of State Governments 

Election year Democratic trifectas* Republican trifectas* Divided government

Post-2020 elections 15 23 12

Post-2021 elections 14 23 13

Post-2022 elections 17 21 10

*Trifecta is when one party controls both houses of legislature and the governorship. Source (control of the Alaska and 
New Hampshire governments remains undecided as of 12/5)

https://www.law.cornell.edu/supremecourt/text/285/262
https://www.cga.ct.gov/2009/rpt/2009-R-0249.htm
https://www.cga.ct.gov/2009/rpt/2009-R-0249.htm
https://scholarship.law.duke.edu/cgi/viewcontent.cgi?article=5183&context=faculty_scholarship
https://www.stateag.org/policy-areas/about-policy-areas
https://www.stateag.org/policy-areas/about-policy-areas
https://constitution.congress.gov/browse/essay/artI-S8-C3-7-1/ALDE_00013307/
https://constitution.congress.gov/browse/essay/artI-S8-C3-7-1/ALDE_00013307/
https://www.law.cornell.edu/uscode/text/47/230
https://www.law.cornell.edu/uscode/text/47/230
https://www.lexisnexis.com/en-us/products/state-net/ctr/state-legislative-session-calendar.page?utm_campaign=1-11336341971&utm_medium=digital+non-LN&utm_source=not+listed&utm_content=sessionchartproductpage_0pct_mp&utm_term=sn&treatcd=1-13695510014&access=1-13373541631
https://www.lexisnexis.com/en-us/products/state-net/ctr/state-legislative-session-calendar.page?utm_campaign=1-11336341971&utm_medium=digital+non-LN&utm_source=not+listed&utm_content=sessionchartproductpage_0pct_mp&utm_term=sn&treatcd=1-13695510014&access=1-13373541631
https://www.ncsl.org/research/about-state-legislatures/full-and-part-time-legislatures.aspx
https://ballotpedia.org/Election_results,_2022:_State_government_trifectas
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generally spend between half and two-thirds of their 
time on their legislative duties, and earn between 
$18,000 and $41,000. Many legislators have other 
regular employment. 

As a result, many state legislators rely on outside help to 
understand and address complex policy issues. There are 
many state and national organizations that offer policy 
advice, expertise, and even model legislation related to 
platform regulation. National networks like the American 
Legislative Exchange Council, the State Policy Network, 
and the State Innovation Exchange and state-based 
think tanks like the Pelican Institute all provide state-
specific policy guidance. 

State legislators often rely on model legislation written 
by think tanks, companies, or trade organizations. 

One analysis found that between 2016 and 2018, state 
legislators introduced 10,000 bills directly based on model 
legislation. As discussed below, the recent South Carolina 
bill that criminalized sharing abortion-information online, 
was based on a model bill written by the National Right to 
Life Committee. The sponsors made only minor changes to 
the text of the model bill.

In the sections below, we review some of the main trends 
in state platform regulation across five key areas: privacy, 
content moderation, antitrust, child safety, and taxation. 
Table 2 identifies the key pieces of legislation passed 
in each category. We also consider ideas introduced in 
proposed legislation that were not enacted, as well as 
significant state litigation. 

State Bill Subject Year Trifecta Control Supermajority

CA S.B. 41 Privacy: genetic data 2021 DEM No

CA A.B. 587 Social media  
content regulation 2022 DEM Yes

CA A.B. 2273 Child safety 2022 DEM Yes

CA A.B. 825 Privacy: genetic data 2021 DEM No

CA A.B. 694 Privacy:  
comprehensive update 2021 DEM No

CA A.B. 1242 Privacy: abortion data 2022 DEM Yes

CO S.B. 190 Privacy: comprehensive 2021 DEM No

CT S.B. 6 Privacy: comprehensive 2022 DEM Yes

ME H.B. 669 Privacy: info brokers 2022 DEM No

NV S.B. 260 Privacy: info brokers 2021 DEM No

NY S.B. S4511A Social media  
content regulation 2022 DEM No

OR H.B. 3284 Privacy: website data 2021 DEM No

Table 2: State platform regulation passed in 2021-2022

https://alec.org/about/
https://alec.org/about/
https://spn.org/
https://stateinnovation.org/
https://pelicanpolicy.org/
https://www.azcentral.com/in-depth/news/local/arizona-investigations/2019/04/04/abortion-gun-laws-stand-your-ground-model-bills-conservatives-liberal-corporate-influence-lobbyists/3361759002/
https://www.scstatehouse.gov/sess124_2021-2022/bills/1373.htm
https://www.scstatehouse.gov/sess124_2021-2022/bills/1373.htm
https://www.nrlc.org/wp-content/uploads/NRLC-Post-Roe-Model-Abortion-Law-FINAL-1.pdf
https://www.nrlc.org/wp-content/uploads/NRLC-Post-Roe-Model-Abortion-Law-FINAL-1.pdf
http://custom.statenet.com/public/resources.cgi?id=ID:bill:CA2021000S41&ciq=ncsl&client_md=35a462e2a3f2f79c067f40c41be72a7f&mode=current_text
https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=202120220AB587
https://leginfo.legislature.ca.gov/faces/billCompareClient.xhtml?bill_id=202120220AB2273&showamends=false
http://custom.statenet.com/public/resources.cgi?id=ID:bill:CA2021000A825&ciq=ncsl&client_md=bf42ab9b147e7dbd1cae0a3299507537&mode=current_text
https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=202120220AB694
https://leginfo.legislature.ca.gov/faces/billNavClient.xhtml?bill_id=202120220AB1242
http://custom.statenet.com/public/resources.cgi?id=ID:bill:CO2021000S190&ciq=ncsl&client_md=7b191faf52593d44a0e99127d74a7cb1&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:CT2022000S6&ciq=ncsl&client_md=23e8238d89054b6ac0f306f513abdf01&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:ME2021000H669&ciq=ncsl&client_md=b030da4ad7cab62ad217e7f4dd7d4e44&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:NV2021000S260&ciq=ncsl&client_md=85497afa5b22ae5096613119772b34d9&mode=current_text
https://www.nysenate.gov/legislation/bills/2021/S4511
http://custom.statenet.com/public/resources.cgi?id=ID:bill:OR2021000H3284&ciq=ncsl&client_md=edfcec1843f83ee4fb168e1025170b95&mode=current_text
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State Bill Subject Year Gov Status  
at the time Supermajority

VA S.B. 1392
Privacy: 

comprehensive 2021 DEM No

AR H.B. 1514
Privacy: other 

consumer data 2021 GOP Yes

AZ H.B. 2069 Privacy: genetic data 2021 GOP No

FL H.B. 833 Privacy: genetic data 2021 GOP No

FL S.B. 7072
Social media  

content regulation 2021 GOP No

KY H.B. 502 Privacy: genetic data 2022 GOP Yes

MT H.B. 602 Privacy: genetic data 2021 GOP No

SC S.B. 510
Privacy: other 

consumer data 2021 GOP No

TX H.B. 20
Social media  

content regulation 2021 GOP No

UT S.B. 227
Privacy: 

comprehensive 2022 GOP Yes

WY H.B. 86 Privacy: genetic data 2022 GOP Yes

MD S.B. 187 Privacy: genetic data 2021 Divided No

MD H.B. 866 Privacy: genetic data 2022 Divided No

MD S.B. 783 Taxation 2021 Divided No

VA S.B. 534 Privacy:  
comprehensive update 2022 Divided No

VA S.B. 393 Privacy:  
comprehensive update 2022 Divided No

Table 2 continued: State platform regulation passed in 2021-2022

http://custom.statenet.com/public/resources.cgi?id=ID:bill:VA2020000H2307&ciq=ncsl&client_md=95b2274c71a02723299a4f96d0999ad3&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:AR2021000H1514&ciq=ncsl&client_md=e13c45e2136d83d968d2a0282e88bcdb&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:AZ2021000H2069&ciq=ncsl&client_md=0cfc0e3b598fa070b02e120cbf19a0d0&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:FL2021000H833&ciq=ncsl&client_md=54d60d7976c7ba0d1a0f2f0b73e6edb4&mode=current_text
https://www.flsenate.gov/Session/Bill/2021/7072
http://custom.statenet.com/public/resources.cgi?id=ID:bill:KY2022000H502&ciq=ncsl&client_md=4c926c24b667c8f14622261e0e4d8e9a&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:MT2021000H602&ciq=ncsl&client_md=3ebd532dd4ce0f0c9620bbddd2dccb75&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:SC2021000S510&ciq=ncsl&client_md=daecba4e05c61d3117dc65b6fe5c9a90&mode=current_text
https://capitol.texas.gov/BillLookup/History.aspx?LegSess=872&Bill=HB20
http://custom.statenet.com/public/resources.cgi?id=ID:bill:UT2022000S227&ciq=ncsl&client_md=b32eba1bd5467fed7cf0a2b00e101127&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:WY2022000H86&ciq=ncsl&client_md=d45d9a1492aadc0bd273040fb2cd4d7f&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:MD2021000H240&ciq=ncsl&client_md=250a0c41af2209f6757ced33c80386d7&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:MD2022000H866&ciq=ncsl&client_md=9fe9f5090b5e8d31289399a5b1125b83&mode=current_text
https://mgaleg.maryland.gov/mgawebsite/Legislation/Details/sb0787?ys=2021RS
http://custom.statenet.com/public/resources.cgi?id=ID:bill:VA2022000S534&ciq=ncsl&client_md=bb8aebe3049961ad79f7eef0674a300b&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:VA2022000H381&ciq=ncsl&client_md=9b41f216f5a014c1825507fc557efac2&mode=current_text
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Although the federal government still has not passed 
national data privacy legislation, over the past several 
years, states have aggressively debated and passed 
their own data privacy protections. This section provides 
an overview of those protections, focusing both on 
comprehensive bills that grant a wide range of new 
protections or requirements and limited privacy bills 
that are more narrowly targeted. It also briefly discusses 
prominent privacy-related state litigation.

Comprehensive Privacy Legislation
In 2022, two states, Utah and Connecticut, passed 
comprehensive data privacy legislation. Both laws cover 
a wide range of types of digital data, and establish a 
broad set of rights for consumers and responsibilities 
for businesses that collect or process user data. These 
two states join Virginia and Colorado, which both passed 
similar legislation in 2021, and California, which passed 
the first comprehensive state privacy bill in 2018.4 
Notably, all five bills will fully take effect in 2023.5 While 
these are the only states that have successfully passed 
comprehensive privacy legislation, legislators in more 
than 30 states introduced similar bills in 2021 and 2022.
 
Most of the comprehensive privacy bills—both those 
introduced and those passed—grant consumers certain 
data rights while imposing new requirements on 
companies that collect or process user data. 

Specifically, many bills grant consumers the right to 
access, correct, delete, download, or transfer the data 
companies collect and store about them. Many give 

4.  A state referendum, the California Privacy Rights Act (CPRA), amended CCPA in 2020
5.  CCPA technically went into effect on January 1, 2020; CPRA will take effect January 1, 2023.
6.  The CCPA grants a private right of action in cases when “nonencypted or nonredacted personal information…is subject to an unauthorized access or exfiltration, theft, or 
disclosure as a result of the business’s violation of the duty to implement and maintain reasonable security procedures and practices.” CPRA significantly expanded this by revising 
the definition of personal information to include “email address in combination with a password or security question and answer that would permit access to the account.”

consumers a right to restrict or opt-out of having their 
data sold to third parties. Finally, several of these bills 
impose additional requirements on businesses: they must 
provide notice to consumers regarding data collection or 
use, and they are prohibited from discriminating against 
consumers that exercise their new privacy-related rights.
 
While there are broad similarities in these 
comprehensive privacy bills, there are also  subtle 
differences. The California Consumer Privacy Act (CCPA) 
has inspired legislators to introduce similar bills in other 
states, including in Alaska, Florida, and New York. None 
of these bills have been signed into law.

However, the four bills enacted in 2021 and 2022 were 
modeled on the Washington Privacy Act (WPA), a proposal 
that has not yet been passed in Washington state.

Below we examine some of the main differences across both 
enacted and introduced comprehensive privacy legislation.

Enforcement
One of the most contentious issues is enforcement—
most notably whether the bill includes a private right of 
action. A private right of action enables consumers to sue 
companies for violations of the law. 

CCPA grants Californians a private right of action for 
some privacy violations.6

In contrast, the four other bills that were passed in 
2021 and 2022 do not include a private right of action 

Privacy
•	  Five states have passed comprehensive data privacy legislation since 2018. Two states 

passed comprehensive privacy legislation in 2022 and two in 2021. All four bills passed 
in the latest session were based on the Washington Privacy Act (WPA).

•	  At least 14 states have also passed targeted data privacy laws that address one type of 
data or business. 

•	  Over the past year, several companies have entered into settlements to address alleged 
violations of Illinois’s Biometric Information Privacy Act.

https://le.utah.gov/~2022/bills/static/SB0227.html
https://www.cga.ct.gov/2022/ACT/PA/PDF/2022PA-00015-R00SB-00006-PA.PDF
https://lis.virginia.gov/cgi-bin/legp604.exe?211+sum+SB1392
https://leg.colorado.gov/sites/default/files/2021a_190_signed.pdf
https://oag.ca.gov/privacy/ccpa
https://iapp.org/resources/article/us-state-privacy-legislation-tracker/
https://oag.ca.gov/privacy/ccpa
https://legiscan.com/AK/bill/SB116/2021
https://legiscan.com/AK/bill/SB116/2021
https://www.flsenate.gov/Session/Bill/2021/1734
https://www.governor.ny.gov/sites/default/files/atoms/files/SOTS2021Book_Final.pdf
https://www.governor.ny.gov/sites/default/files/atoms/files/SOTS2021Book_Final.pdf
https://app.leg.wa.gov/billsummary?BillNumber=5062&Initiative=false&Year=2021
https://iapp.org/news/a/the-washington-privacy-act-goes-0-for-3/
https://oag.ca.gov/privacy/ccpa
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and instead reserve enforcement to state attorneys 
general. In Colorado, the attorney general can bring cases 
under existing consumer protection law. Notably, Utah 
instituted a multi-step enforcement process, requiring 
that consumers file complaints with the state Department 
of Commerce, which may choose to investigate the 
complaint and surface cases to the attorney general. The 
attorney general then decides whether to initiate legal 
action. Other states have considered alternative models. 
Proposals in New York and Massachusetts include more 
expansive private rights of action than those granted in the 
CCPA, covering any violation of the law that results in an 
injury. In North Carolina, state legislators introduced a bill 
modeled on the WPA that includes a private right of action. 

Opt-out/Opt-in
As noted above, all five of the bills signed into law grant 
consumers the right to opt-out of having their data sold to 
third parties or be used for targeted advertising. The laws 
passed in Virginia and Colorado require opt-in consent for 
collecting or processing of sensitive data. 

However, a number of bills—including those introduced 
in New Jersey, Georgia, Massachusetts, New York, and 
an alternative to the WPA in Washington—would require 
consumers to opt-in to both the sale and the collection of 
personal data. Additionally, a Texas bill would establish an 
opt-in requirement for geotargeting. 

Automated Decision Making
The California Privacy Rights Act (CPRA) amended 
the CPPA to grant consumers the right to opt-out 
of “automated decision making,” although it largely 
leaves further definition of this term to the California 
Privacy Protection Agency. The Agency can also require 
businesses to provide “meaningful information about 
the logic involved in those decision making processes.” 
Similarly, a New Jersey comprehensive privacy bill would 
also grant consumers the right to be informed about 
automated decision making and to opt-out of it. A New 
York bill would require annual impact assessments for data 
controllers who rely on automated decision making. 

Safe Harbor
The laws in Utah, Virginia, Connecticut, Colorado—and 
many of the other WPA-based proposals introduced in 
other states—include “safe harbor” provisions which allow 
companies to avoid penalties if they correct violations within 
a 30 or 60-day “cure period.” While the CCPA originally had 
a 30-day cure period, it was removed by the CPRA.

7.  e.g. Health Insurance Portability and Accountability Act and the Gramm-Leach-Bliley Act

Personal Data  
The WPA-based bills define personal data as that which “is 
linked or reasonably linkable to an identifiable individual.” 
In contrast, CCPA and its related legislation offer a more 
expansive definition as that which “identifies, relates to, 
describes, is reasonably capable of being associated with, 
or could reasonably be linked, directly or indirectly, with a 
particular consumer or household.” Both models include 
exceptions for de-identified or publicly available data. 

Sensitive Data
Each comprehensive privacy bill imposes stricter rules for 
sensitive data. Most define sensitive data as that which 
reveals information about a consumer’s race, ethnicity, 
religion, sexuality, or citizenship status, along with health, 
genetic, or biometric data.
 
Again, CCPA includes a more expansive definition of 
sensitive data than the WPA-based bills. Perhaps most 
notably, CPRA amended CCPA to expand the definition 
of sensitive data to include financial information, social 
security numbers, and “the contents of a consumer’s 
mail, email, and text messages unless the business is the 
intended recipient of the communication.” While all bills 
include some exceptions for data regulated under federal 
law,7 WPA-bills also exclude “commercial B2B” data.

Limited Privacy Bills
All of the bills discussed above provide comprehensive data 
protections, rights, or requirements for a range of data and 
types of businesses. However, legislators in many states 
have also introduced or passed bills that focus on a single 
type of data or industry. 

For example, in the past two years, legislatures in Maine 
and Nevada passed, and a handful of others introduced bills 
that impopse new privacy restrictions and requirements on 
data brokers. Most of these bills would require data brokers 
to establish a process that allows consumers to opt-out of 
having their data sold. The Maine law also requires data 
brokers to register with the state government. The bills 
proposed in Delaware and New York include this same 
registration requirement. A series of proposed bills in New 
York, Wisconsin, and California impose stricter privacy 
requirements on websites, ISPs, or connected devices.

In September of 2022, California passed a law that 
prevents any platform headquartered or incorporated in 
California from sharing data with out-of-state law

https://leg.colorado.gov/bills/sb21-190
https://www.zwillgen.com/privacy/utah-passes-privacy-legislation/
https://www.zwillgen.com/privacy/utah-passes-privacy-legislation/
https://www.zwillgen.com/privacy/utah-passes-privacy-legislation/
https://www.nysenate.gov/legislation/bills/2021/s6701
https://malegislature.gov/Bills/192/SD1726
http://custom.statenet.com/public/resources.cgi?id=ID:bill:NC2021000S569&ciq=ncsl&client_md=dbce236a77b476023a48f3fadac35d03&mode=current_text
https://www.natlawreview.com/article/comparing-and-contrasting-opt-out-preference-signal-across-states
https://lis.virginia.gov/cgi-bin/legp604.exe?211+sum+SB1392
https://leg.colorado.gov/bills/sb21-190
https://www.njleg.state.nj.us/2020/Bills/A3500/3283_I1.PDF
https://www.legis.ga.gov/legislation/61417
https://malegislature.gov/Bills/192/SD1726
https://www.nysenate.gov/legislation/bills/2021/s6701
https://capitol.texas.gov/BillLookup/History.aspx?LegSess=87R&Bill=HB3741
https://iapp.org/resources/topics/ccpa-and-cpra/
https://cpra.gtlaw.com/cpra-full-text/
https://pub.njleg.gov/bills/2020/A3500/3283_I1.PDF
https://www.nysenate.gov/legislation/bills/2021/s6701
https://www.nysenate.gov/legislation/bills/2021/s6701
https://le.utah.gov/~2022/bills/static/SB0227.html
https://law.lis.virginia.gov/vacodefull/title59.1/chapter53/
https://www.cga.ct.gov/asp/cgabillstatus/cgabillstatus.asp?selBillType=Bill&bill_num=SB00006&which_year=2022
https://leg.colorado.gov/bills/sb21-190
https://leginfo.legislature.ca.gov/faces/codes_displayText.xhtml?division=3.&part=4.&lawCode=CIV&title=1.81.5
https://leginfo.legislature.ca.gov/faces/codes_displayText.xhtml?division=3.&part=4.&lawCode=CIV&title=1.81.5
https://aspe.hhs.gov/reports/health-insurance-portability-accountability-act-1996
https://www.ftc.gov/business-guidance/privacy-security/gramm-leach-bliley-act
https://app.leg.wa.gov/billsummary?BillNumber=5062&Initiative=false&Year=2021
https://leginfo.legislature.ca.gov/faces/codes_displayText.xhtml?division=3.&part=4.&lawCode=CIV&title=1.81.5
https://leginfo.legislature.ca.gov/faces/codes_displayText.xhtml?division=3.&part=4.&lawCode=CIV&title=1.81.5
https://app.leg.wa.gov/billsummary?BillNumber=5062&Initiative=false&Year=2021
https://leginfo.legislature.ca.gov/faces/codes_displayText.xhtml?division=3.&part=4.&lawCode=CIV&title=1.81.5
http://custom.statenet.com/public/resources.cgi?id=ID:bill:ME2021000H669&ciq=ncsl&client_md=b030da4ad7cab62ad217e7f4dd7d4e44&mode=current_text
https://custom.statenet.com/public/resources.cgi?id=ID:bill:NV2021000S260&ciq=ncsl&client_md=85497afa5b22ae5096613119772b34d9&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:IL2021000H3785&ciq=ncsl&client_md=1daf75111b8e2b3cadfb4f0ef4d83998&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:ME2021000H669&ciq=ncsl&client_md=b030da4ad7cab62ad217e7f4dd7d4e44&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:DE2021000H262&ciq=ncsl&client_md=45f70283aee9f94e3aa2d3c85eb6c2f0&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:DE2021000H262&ciq=ncsl&client_md=45f70283aee9f94e3aa2d3c85eb6c2f0&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:NY2021000A400&ciq=ncsl&client_md=168b5de98817acf1b8cf65c079677a88&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:NY2021000A400&ciq=ncsl&client_md=168b5de98817acf1b8cf65c079677a88&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:NY2021000A400&ciq=ncsl&client_md=168b5de98817acf1b8cf65c079677a88&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:NY2021000S2886&ciq=ncsl&client_md=a2b8b97f3a8f37725c5afdfa2231f87a&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:WI2021000A807&ciq=ncsl&client_md=0a7ee2e97cead0c244e960c5d73b7283&mode=current_text
http://custom.statenet.com/public/resources.cgi?id=ID:bill:CA2021000A2392&ciq=ncsl&client_md=57b3cfe96b3af2ac34e1bbc147c066d0&mode=current_text
https://leginfo.legislature.ca.gov/faces/billNavClient.xhtml?bill_id=202120220AB1242
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enforcement agencies investigating an abortion-
related offense. The law also requires out-of-state law 
enforcement agencies seeking data from California-based 
platforms to attest that their investigation does not 
concern the violation of an abortion-related law. 

Perhaps the most notable limited privacy state action is 
the passage of legislation governing biometric and genetic 
data. Over the past two years, 10 states have passed 
genetic data protection laws. These laws either impose 
data handling and protection requirements on DNA testing 
companies (e.g. Hawaii) or on any handling of genetic 
material (e.g. Kentucky).
 
While no states passed new biometric privacy protections 
in the past two years, a handful of states introduced laws 
modeled on Illinois’s Biometric Information Privacy Act 
(BIPA). These proposals would require companies to 
have a written biometric data policy, to inform consumers 
before collecting data, and to receive consent to sell data. 
Many of these bills include a private right of action.

Even though none of these new BIPA-modeled bills 
passed this session, over the past several years, 
consumers have pursued a series of class action 
lawsuits against companies for violations of BIPA.  

Meta, Google, TikTok, and Snap have all recently settled 
class action lawsuits for BIPA violations: paying $650 
million, $100 million, $92 million, and $35 million, 
respectively. Other companies—including McDonalds, 
Walmart, CVS, 7-Eleven, OkCupid, Louis Vuitton, 365 
Retail, UKG Biometrics, Personalizationmall.com, 
Descorté, Giorgio Armani, Pearson Education, Pret A 
Manger—have been sued for violations. In September, 
BNSF Railway Company was the first company to lose a jury 
trial for a BIPA violation and was ordered to pay $228 million 
for collecting employees’ fingerprints without consent.

Privacy Litigation
As states debate and pass new privacy legislation, 
some are using existing state unfair or deceptive trade 
practices law to bring civil cases against platforms for 
privacy violations. For example, states have filed and 
settled a series of lawsuits against Google for tracking 
consumers who had ostensibly opted-out of location 
tracking. In November, 2022, Google settled one case 
brought by 40 states for nearly $400 million and 
another brought by Arizona for $85 million. 

Looking ahead to 2023
•	  States will continue to consider bills based on the Washington Privacy Act that do 

not include a private right of action, have an opt-out rather than opt-in provision, and 
include a significant cure period.

•	  More states will pass genetic or biometric data privacy legislation.

•	  Abortion debates will spur state action on privacy.

•	  There is unlikely to be federal action that will slow down states’ policymaking in privacy.

http://custom.statenet.com/public/resources.cgi?id=ID:bill:HI2021000S2032&ciq=ncsl&client_md=2b701da7a84619f6f9a96a6a7c51fa4b&mode=current_text
https://custom.statenet.com/public/resources.cgi?id=ID:bill:KY2022000H502&ciq=ncsl&client_md=4c926c24b667c8f14622261e0e4d8e9a&mode=current_text
https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=202120220SB1189
https://legislature.maine.gov/LawMakerWeb/summary.asp?ID=280082583
https://www.ilga.gov/legislation/ilcs/ilcs3.asp?ActID=3004&ChapterID=57
https://www.facebookbipaclassaction.com/
https://www.googlebipasettlement.com/
https://www.tiktokdataprivacysettlement.com/
https://www.snapillinoisbipasettlement.com/
https://topclassactions.com/lawsuit-settlements/privacy/bipa/data-privacy-highlighted-in-recent-bipa-class-actions-settlements/
https://www.perkinscoie.com/en/news-insights/dollar228m-verdict-in-first-illinois-biometric-information-privacy-act-trial.html
https://oag.dc.gov/sites/default/files/2022-01/DCv.Google%281-24-22%29.pdf
https://www.documentcloud.org/documents/23304625-google-florida-location-tracking?responsive=1&title=1
https://mcusercontent.com/cc1fad182b6d6f8b1e352e206/files/2e25a018-700a-8ca9-0a1b-67db7d2626aa/AZ_v._Google_Settlement_Agreement.pdf


11The State of State Platform Regulation

Content Moderation

8.  This section is an updated version of a section originally published as part of a report on state content moderation
9.  The state bills include: Arizona HB1428, Hawaii SB357, Idaho HB323, Illinois HB4145, Kentucky SB111, Louisiana SB196, Mine HP1198, Mississippi HB151, Missouri HB482, 
North Carolina SB497, Oklahoma SB383, Pennsylvania SB604, Rhode Island HB5564, South Carolina HB3450, and South Dakota HB1223. Wisconsin AB 591 also adopts 
many of the provisions of this bill.

Over the past two years, state representatives have 
passed four legislative proposals to address online 
content and content moderation.8 They have introduced 
dozens more. Republicans have long claimed that tech 
platforms are biased against them and have introduced 
bills to address this concern. In contrast, Democrats 
have advocated that platforms should do more to 
remove harmful content on their platforms, and have 
introduced bills seeking to mitigate this issue.

Below, we review state legislators’ approaches to 
content regulation. 

Prohibiting content removal
The most common tactic in state content regulation 
bills has been to prohibit companies from removing 
users’ legal speech. Typically, these bills have been 
introduced by Republicans. While some proposals—
such as bills introduced in Ohio, Alabama, Tennessee, 
North Dakota, Iowa, Wyoming, and Alaska—apply 
broad prohibitions on moderation of nearly any 
legal user content, others include exceptions that 
permit moderation is certain circumstances, such as 
for “obscene,” “excessively violent,” or “otherwise 
objectionable” content. A bill in Montana would permit 
moderation in these circumstances even if the material 
is “constitutionally protected.”

Perhaps most notably, Texas bill H.B. 20, which 
was signed into law in September 2021, prohibits 
“censorship” of any user’s content based on that user’s 

“viewpoint,” the “viewpoint represented in the user’s 
expression,” or the “user’s geographic location in this 
state.” A federal district court enjoined the bill on May 
11, however, the Court of Appeals for the Fifth Circuit 
reversed that injunction but granted a stay pending 
further appeal to the Supreme Court. 

A handful of bills would prohibit companies from 
moderating any speech by political candidates. Notably, 
bills introduced in New Jersey and passed in Florida 
not only prohibit moderation of content by candidates, 
but also moderation about them. The Florida bill, which 
was signed into law in May 2021, was enjoined by a 
federal district court judge. Later, the Court of Appeals 
for the Eleventh Circuit ruled that the law’s limitations 
on platform content moderation were unconstitutional, 
although it upheld some of its transparency provisions 
(see below). The Supreme Court is expected to review 
the Texas and Florida laws this term.

Other bills impose prohibitions on moderation in more 
limited circumstances. For instance, a series of nearly 
identical bills introduced by Republicans in at least 
15 states would prohibit platforms from “delet[ing] 
or censor[ing]” users’ “religious speech or political 
speech” specifically.9

A bill introduced in West Virginia would require that 
platform moderation of any election-related content—
including information about voting processes or about 
any candidate—be first approved by the secretary of 
state. The bill introduced in New Jersey and the one 

•	  Since 2021, four states have passed landmark content moderation legislation. 

•	  Florida and Texas passed new legislation in 2021 limiting platforms’ ability to moderate or remove 
legal content. Republicans in both states led the effort to pass the bills. Although both bills remain in 
litigation, lawmakers in dozens more states have introduced similar legislation. 

•	  Democratic legislators have recently supported new requirements regarding hateful or false speech. 
New York enacted one bill requiring platforms to have tools to report hateful speech.

•	  Democratic legislators in California passed a bill requiring platforms to disclose policies and submit 
semi-annual disclosure reports. However, state lawmakers in both parties have supported new 
transparency requirements for platforms.

https://techpolicy.unc.edu/wp-content/uploads/2022/04/UNC_CTP_Understanding_Enforcement_and_Investment.pdf
https://www.cruz.senate.gov/newsroom/press-releases/sen-cruz-the-pattern-of-political-bias-from-youtube-and-google-is-massive
https://trackbill.com/bill/ohio-house-bill-441-regards-interactive-computer-services-and-social-media-censorship/2145111/
http://alisondb.legislature.state.al.us/ALISON/SearchableInstruments/2022RS/PrintFiles/SB10-int.pdf
https://www.billtrack50.com/billdetail/1314067
https://www.legis.nd.gov/assembly/67-2021/documents/21-0594-01000.pdf
https://legiscan.com/IA/text/SF402/id/2298065
https://wyoleg.gov/2021/Introduced/SF0100.pdf
https://legiscan.com/AK/text/HB7/id/2232234
https://leg.mt.gov/bills/2021/billpdf/SB0391.pdf
https://capitol.texas.gov/BillLookup/History.aspx?LegSess=872&Bill=HB20
https://www.documentcloud.org/documents/22417944-document
https://www.documentcloud.org/documents/22417944-document
https://www.pacermonitor.com/view/6ZKMRHI/NetChoice_v_Paxton__05cae-21-51178__506505884.1.pdf?mcid=tGE3TEOA
https://www.supremecourt.gov/opinions/21pdf/21a720_6536.pdf
https://legiscan.com/MI/bill/HB5597/2021
https://legiscan.com/MA/bill/H3830/2021
https://www.billtrack50.com/billdetail/1372652
https://www.myfloridahouse.gov/Sections/Documents/loaddoc.aspx?FileName=_s7072er.DOCX&DocumentType=Bill&BillNumber=7072&Session=2021
https://media.ca11.uscourts.gov/opinions/pub/files/202112355.pdf
https://legiscan.com/AZ/text/SB1428/id/2259947
http://www.wvlegislature.gov/bill_status/bills_text.cfm?billdoc=HB3307%20SUB%20ENG.htm&yr=2021&sesstype=RS&i=3307
https://www.billtrack50.com/billdetail/1372652
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passed in Florida also prohibit moderation of content 
created by journalistic outlets. The two bills include 
different definitions of news outlets, with the New 
Jersey bill adopting a definition that would likely cover 
most people producing content online.10

Interestingly, some bills, such those introduced in Illinois 
or Tennessee, specify that only state attorneys general 
can enforce violations of new online content laws. Others, 
including bills introduced in Hawaii or North Carolina, would 
grant a private right of action to users so that they can file 
civil cases on their own. While some proposals confine the 
private right of action to those whose content has been 
moderated, others include anyone who might have seen 
moderated content. In doing so, these bills seem to be 
taking a page from the 2021 Texas abortion bill that permits 
citizens to file civil lawsuits against abortion providers.

Prohibiting algorithmic curation, 
“post-prioritization,” or  
“shadow banning”
Beyond limiting content moderation, a series of bills 
introduced by Republicans would also prohibit many forms 
of algorithmic curation. The group of 15 nearly identical 
bills includes language that would prevent platforms using 
an “algorithm to disfavor, shadowban, or censor the user’s 
religious speech or political speech.” The bill introduced 
in New Jersey and the one passed in Florida ban “post-
prioritization” and “shadow banning” for any political 
candidates. While those bills would technically permit 
algorithmic curation otherwise, they—along with other 
bills—require platforms to “allow a user to opt out of post-
prioritization and shadow banning algorithm categories 
to allow sequential or chronological posts and content.” 
The enacted Texas bill prohibits “censorship” by platforms, 
which it defines as “to block, ban, remove, deplatform, 
demonetize, de-boost, restrict, deny equal access or 
visibility to, or otherwise discriminate against expression.”

Importantly, the Supreme Court will issue a decision 
in Gonzalez v. Google this term. Many expect the 
eventual decision to address whether Section 230 of the 
Communications Decency Act protects companies when 
they promote or recommend content, in addition to offering 
liability defense for hosting that content. The Court’s ruling 
in this case could have a profound impact on if and how 
states pursue limitations on algorithmic curation.

10.  While both bills define a journalistic outlet as an entity operating a cable channel or operating under an FCC broadcast license, they disagree about what counts 
as online journalistic outlets. For the Florida bill, an entity qualifies a “journalistic outlet” if it publishes more than 100,000 words online with more than 50,000 paid 
subscribers or 100,000 monthly active users. Alternatively, an entity can qualify if it  hosts 100 hours of audio/video with 100 million viewers annually. For New Jersey, a 
journalistic outlet is any entity that “publish[es] words, audio, or video online and mak[es] such published material available to Internet users.”

Creating transparency requirements
Both parties have introduced state legislation imposing 
transparency requirements on platforms. These 
disclosure requirements range from informing users 
when and why their content has been actioned and how 
many people saw a post, to broader disclosures about 
content policies, enforcement actions, and moderation 
and ranking algorithms. Interestingly, the Arkansas bill, 
which would have extended existing unfair and deceptive 
laws to include certain forms of content moderation, 
notes that “it is an affirmative defense” for violation 
of new provisions, that a company has provided clear 
information about its policies, the action fits with its 
policies, and the platform provided an explanation to 
users along with a quarterly transparency report.

https://www.myfloridahouse.gov/Sections/Documents/loaddoc.aspx?FileName=_s7072er.DOCX&DocumentType=Bill&BillNumber=7072&Session=2021
https://www.billtrack50.com/billdetail/1372652
https://www.billtrack50.com/billdetail/1372652
https://legiscan.com/IL/text/HB4145/id/2432716
https://www.capitol.tn.gov/Bills/112/Bill/SB0695.pdf
https://www.capitol.hawaii.gov/sessions/session2020/bills/SB2765_.HTM
https://www.ncleg.gov/Sessions/2021/Bills/Senate/PDF/S497v1.pdf
http://alisondb.legislature.state.al.us/ALISON/SearchableInstruments/2022RS/PrintFiles/SB10-int.pdf
https://www.ndlegis.gov/assembly/67-2021/documents/21-0594-01000.pdf
https://www.nytimes.com/2021/09/21/us/texas-abortion-lawsuits.html
https://www.ncleg.gov/Sessions/2021/Bills/Senate/PDF/S497v1.pdf
https://www.ncleg.gov/Sessions/2021/Bills/Senate/PDF/S497v1.pdf
https://www.billtrack50.com/billdetail/1372652
https://www.myfloridahouse.gov/Sections/Documents/loaddoc.aspx?FileName=_s7072er.DOCX&DocumentType=Bill&BillNumber=7072&Session=2021
https://legiscan.com/IA/text/SF402/id/2298065
https://legiscan.com/IA/text/SF402/id/2298065
https://www.supremecourt.gov/docket/docketfiles/html/public/21-1333.html
https://www.law.cornell.edu/uscode/text/47/230
https://www.arkleg.state.ar.us/Bills/FTPDocument?path=%2FBills%2F2021R%2FPublic%2FHB1647.pdf
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On the Democratic side, California recently signed a new 
bill requiring platforms to display content policies and to 
submit quarterly or biannual reports reporting “violations 
of the terms of service.” A bill in Connecticut simply 
requires that the general statutes be amended to “[i]
ncrease transparency from social media companies.”

While the courts of appeal for the 5th and 11th Circuits 
disagreed about the constitutionality of restrictions 
on content moderation, they agreed that some of the 
disclosure and transparency requirements in the bills 
were permissible. Both agreed that requiring disclosure 
of platform policies, rule changes, and synthetic 
statistics is constitutional. However, while the 5th Circuit 
upheld the law’s requirement that platforms provide 
explanations for moderation to users, the 11th Circuit 
found such requirements unconstitutional. As noted 
above, the Supreme Court is expected to rule on the 
constitutionality of both laws next year.  

Process limitations
Several bills introduced by Republicans, such as those 
in Utah and Texas, would require platforms to create an 
appeals process so that users could challenge content 
moderation decisions.

Other bills would restrict the number of times that a 
platform can make changes to its terms of service or 
community standards. For example, the bill passed in 
Florida specifies a platform may not make changes more 
than once every 30 days, while a Wisconsin bill specifies 
no more than once every 180 days.

Bills such as those in Florida, Montana, Wisconsin, and 
New Jersey would require that content moderation be 
“applied equally” or “consistently.” However, none of 
these proposals specifies what “equal” or “consistent” 
moderation means or how this principle would be 
assessed and enforced.

A bill introduced by Democrats in California would 
require platforms “located in California” to develop 
policies regarding both “unprotected speech” and speech 
“that purport[s] to state factual information that is 
demonstrably false.”

Limiting harmful content
While the bills discussed above focus on limiting content 
restrictions, several state bills introduced by Democrats 
aim to achieve the opposite objective: increasing 
restrictions on false content. A legislator in New York 
introduced a bill that would ban platforms from carrying 
or algorithmically curating any content that “endangers 
the safety or health of the public,” specifically that 
supports or is likely to incite violence, that “advocates for 
self-harm,” or that “includes a false statement of fact or 
fraudulent medical theory” that is likely to cause harm.

Following the murder of 10 people in a supermarket 
in Buffalo in May, 2022, New York passed a law that 
requires platforms to have “clear and concise policy” that 
is publicly available and to provide a mechanism for users 
to “report incidents of hateful conduct.”

 

https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=202120220AB587
https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=202120220AB587
https://www.cga.ct.gov/2021/TOB/S/PDF/2021SB-00723-R00-SB.PDF
https://le.utah.gov/~2021/bills/sbillenr/SB0228.pdf
https://legiscan.com/TX/text/HB20/id/2424328
https://www.myfloridahouse.gov/Sections/Documents/loaddoc.aspx?FileName=_s7072er.DOCX&DocumentType=Bill&BillNumber=7072&Session=2021
https://docs.legis.wisconsin.gov/2021/proposals/reg/asm/bill/ab591
https://www.myfloridahouse.gov/Sections/Documents/loaddoc.aspx?FileName=_s7072er.DOCX&DocumentType=Bill&BillNumber=7072&Session=2021
https://leg.mt.gov/bills/2021/billpdf/SB0391.pdf
https://docs.legis.wisconsin.gov/2021/proposals/reg/asm/bill/ab591
https://www.billtrack50.com/billdetail/1372652
https://leginfo.legislature.ca.gov/faces/billNavClient.xhtml?bill_id=202120220AB1114
https://leginfo.legislature.ca.gov/faces/billNavClient.xhtml?bill_id=202120220AB1114
https://leginfo.legislature.ca.gov/faces/billNavClient.xhtml?bill_id=202120220AB1114
https://legislation.nysenate.gov/pdf/bills/2021/S7568
https://legislation.nysenate.gov/pdf/bills/2021/S7568
https://legislation.nysenate.gov/pdf/bills/2021/S4511A
https://legislation.nysenate.gov/pdf/bills/2021/S4511A
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After the Supreme Court’s decision in Dobbs v. Jackson 
Women’s Health Organization, legislators in South 
Carolina introduced a bill, based on model legislation 
drafted by the National Right to Life Committee, that 
would have outlawed “providing information” regarding 
or “maintaining an internet website” “regarding self-
administered abortions or the means to obtain an 
abortion, knowing that the information will be used, or 
is reasonably likely to be used, for an abortion.”

As discussed below, most states already criminalize 
certain types of false election speech. However, 
Democratic legislators in some states have recently 
introduced legislation to expand these laws. A bill in 
California would criminalize distributing “with actual 
malice materially deceptive audio or visual media.” 
A bill introduced in Oregon would prohibit producing 
or circulating false claims about election dates, 
deadlines, voting locations, or methods. Similarly, a bill 
in Washington would prohibit any false claims about 
“election process or election results.”

A bill introduced by Republicans in West Virginia 
would require that platforms obtain approval before 
publishing any content about the time, date, or 
process of elections. 

11.  One of us (JSBB) spoke at a hearing of the Committee of Rules on Feb 3rd, 2022, before the bill was tabled.

Supporting research
A bill recently introduced by a Democrat in the 
Virginia House of Delegates would create a legislative 
commission to analyze “the impacts and harms to 
citizens caused by social media platforms hosting or 
amplifying content that includes threats or suggestions 
of physical violence or danger.”11 Relatedly, a Republican-
backed bill in New York would create a task force to 
“to study the practices and policies of social media 
companies ... including but not limited to, forms of 
censorship employed by social media companies.”

Oversight institutions
Finally, a handful of bills have proposed setting 
up new state-level institutions to oversee content 
decisions made by platforms. A bill introduced by 
Democrats in Colorado proposed a permanent “digital 
communications” division within state regulatory 
agencies, as well as a digital communication 
commission that would pull members from 
government, industry, and civil society. A bill 
introduced in Montana by a Republican representative 
would create a state commission to resolve complaints 
against platforms regarding content moderation. The 
commission would have the power to impose fines on 
platforms up to “1% of the providers gross revenue 
during the period of the breach.”

Looking ahead to 2023
•	 Republican-controlled states will likely continue introducing bills similar to those passed in Florida 

and Texas, which define social media platforms as common carriers and limit content moderation. 

•	 Upcoming SCOTUS cases will shape the landscape for state lawmaking.

•	 Abortion debates will spur state action on content regulation.

https://www.scstatehouse.gov/sess124_2021-2022/bills/1373.htm
https://www.scstatehouse.gov/sess124_2021-2022/bills/1373.htm
https://www.nrlc.org/wp-content/uploads/NRLC-Post-Roe-Model-Abortion-Law-FINAL-1.pdf
https://leginfo.legislature.ca.gov/faces/billNavClient.xhtml?bill_id=201920200AB2885
https://leginfo.legislature.ca.gov/faces/billNavClient.xhtml?bill_id=201920200AB2885
https://leginfo.legislature.ca.gov/faces/billNavClient.xhtml?bill_id=201920200AB2885
https://olis.oregonlegislature.gov/liz/2021R1/Downloads/MeasureDocument/HB2323
https://lawfilesext.leg.wa.gov/biennium/2021-22/Pdf/Bills/Senate%20Bills/5843.pdf?q=20220112150812
http://www.wvlegislature.gov/bill_status/bills_text.cfm?billdoc=HB3307%20SUB%20ENG.htm&yr=2021&sesstype=RS&i=3307
https://lis.virginia.gov/cgi-bin/legp604.exe?221+sum+HB1195
https://legislation.nysenate.gov/pdf/bills/2021/S3711
https://legislation.nysenate.gov/pdf/bills/2021/S3711
https://leg.colorado.gov/sites/default/files/documents/2021A/bills/2021a_132_01.pdf
https://leg.mt.gov/bills/2021/billpdf/SB0391.pdf
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Antitrust activity at the state level has primarily focused 
on litigation, rather than legislation. On the legislative 
side, the New York Assembly considered a revision to 
state antitrust laws that would have permitted increased 
state antitrust action. At least 10 state legislatures 
also considered bills that would have imposed new 
regulations and limits on app stores. Notably, none of 
these bills have been passed. 

Legislation: Monopolization
New York’s proposed Twenty-First Century Antitrust Act 
would overhaul the Donnelly Act, the state’s 120-year-
old antitrust law. While the Donnelly Act prohibits 
only anticompetitive agreements between two or 
more firms, the new bill would prohibit and criminalize 
monopolization by a single company, echoing Section 2 
of the federal Sherman Act, and expand the scope of New 
York antitrust law.

Unlike the Sherman Act, however, the New York bill and 
a similar one introduced in Minnesota would both adopt 
an “abuse of dominant position” standard. Importing 
language from European law, the bills would allow 
action against firms that “foreclose or limit the ability or 
incentive of one or more actual or potential competitors 
to compete.”  Evidence of a firm’s “unilateral power to 
set prices, terms, conditions, or standards” would also 
count as evidence of predatory behavior by dominant 
companies. Both bills would also set a presumption that a 
firm is dominant if it has a market share greater than 40%. 
The New York bill also includes criminal penalties, and 
provides consumers with a private right of action.

Legislation: App Stores 
During the past legislative session, lawmakers in at least 
10 states introduced legislation to regulate app stores. 
Republicans introduced app store bills in Arizona and 

North Dakota, and Democrats introduced bills in New York 
and Massachusetts. While there are notable differences 
between these bills, most state app store bills are focused 
on app-store commissions and payment processes. 
 
The majority of these app store bills target digital app 
distribution platforms that have either made more 
than $10 million from state residents (e.g. Hawaii 
or Minnesota) or accrued more than one million 
downloads in the state (Arizona and Illinois ), in the 
previous or current year. These 10 bills would prohibit 
app stores from requiring developers to use the app 
store’s in-app payment system. They would also prevent 
retaliation against a developer for not using a particular 
payment service. However, while most of these app 
store bills reserve enforcement to the state attorney 
general, the five bills in Massachusetts, North Dakota, 
Rhode Island, Illinois , and Georgia would create a 
private right of action, with Georgia’s bill authorizing 
class action suits.
 
Several bills focus on self-preferencing in app stores. 
The bills in Hawaii, Minnesota, and New York would 
make it unlawful to disadvantage developers for using 
other app stores, and would prohibit companies from 
requiring developers to use an app store to distribute 
their apps on a particular device, operating system, or 
software. The bills in Massachusetts and Hawaii would 
prohibit app stores from preferencing their own apps 
and using data they collect from developers to compete 
against those developers. Under these bills, app stores 
must develop “fair, objective and nondiscriminatory 
standards for privacy, security, quality, content and 
digital safety,” and can remove an app only for clear 
violations of app store policies. These two bills would 
also prohibit app stores from preventing or restricting 
communication between developers and users.  They 
would also require that companies permit users to hide 
or uninstall preloaded apps. 

Antitrust
•	  State attorneys general have been active on antitrust; state legislatures have not.

•	  Legislators in New York and Minnesota introduced proposals to significantly reform 
state antitrust laws. 

•	  At least 10 states have introduced, but not passed, legislation that would impose new 
restrictions on app stores

https://www.nysenate.gov/legislation/bills/2021/S933
https://www.nysenate.gov/legislation/bills/2021/S933
https://spectrumlocalnews.com/nys/central-ny/politics/2022/06/23/no-major-changes-expected-to-stalled-antitrust-reforms
https://www.nysenate.gov/legislation/bills/2021/S933
https://www.revisor.mn.gov/bills/text.php?number=HF4144&type=bill&version=0&session=ls92&session_year=2022&session_number=0
https://www.theverge.com/22914479/open-app-markets-act-legislation-senate-committee-markup-explained
https://www.theverge.com/22914479/open-app-markets-act-legislation-senate-committee-markup-explained
https://legiscan.com/AZ/drafts/HB2005/2021
https://www.ndlegis.gov/assembly/67-2021/documents/21-1044-01000.pdf
https://legislation.nysenate.gov/pdf/bills/2021/S4822
https://malegislature.gov/Bills/191/H140
https://www.capitol.hawaii.gov/sessions/session2022/bills/SB2577_.pdf
https://www.revisor.mn.gov/bills/text.php?number=HF1184&type=bill&version=0&session=ls92&session_year=2021&session_number=0
https://legiscan.com/AZ/drafts/HB2005/2021
https://legiscan.com/IL/bill/HB4599/2021
https://malegislature.gov/Bills/191/H140
https://www.ndlegis.gov/assembly/67-2021/documents/21-1044-01000.pdf
https://legiscan.com/RI/bill/H7564/2022
https://legiscan.com/IL/bill/HB4599/2021
https://www.legis.ga.gov/api/legislation/document/20212022/196456
https://www.capitol.hawaii.gov/sessions/session2022/bills/SB2577_.pdf
https://www.revisor.mn.gov/bills/text.php?number=HF1184&type=bill&version=0&session=ls92&session_year=2021&session_number=0
https://legislation.nysenate.gov/pdf/bills/2021/S4822
https://malegislature.gov/Bills/192/H140
https://www.capitol.hawaii.gov/sessions/session2022/bills/SB2577_.pdf
https://www.nysenate.gov/legislation/bills/2021/S933
https://www.revisor.mn.gov/bills/bill.php?f=HF4142&b=house&y=2022&ssn=0
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Federal legislators have also introduced app store 
legislation. The Open App Markets Act was introduced 
by Senators Marsha Blackburn (R-TN), Richard 
Blumenthal (D-CT), and Amy Klobuchar (D-MN). If 
passed, the legislation would likely preempt state law 
governing app stores. 

Litigation
While no states passed significant antitrust legislation 
in the past two years, states have been active in seeking 
to enforce existing antitrust law in court. 

States have filed four key suits against Google. In 
October 2020, the US Department of Justice joined 
with 11 states to sue Google for allegedly monopolizing 
general search and search advertising markets. In July 
2021, attorneys general from 36 states and the District 
of Columbia sued Google, arguing, among other things, 
that Google has maintained a monopoly in Android app 
distribution. The suit claims that Google gave money 
to app developers and attempted to pay Samsung, a 
leading manufacturer of Android phones, to deter the 
growth of other competing app stores.
 

In another case, 38 states and territories allege 
that Google secured and maintained a monopoly in 
the search market, such as by signing exclusionary 
contracts. In December 2020, a Texas-led group of 17 
states and territories filed a suit accusing Google of 
engaging in anticompetitive conduct in its online display 
advertising business . 

Amazon and Meta have also faced legal challenges 
in state courts on grounds that they violated state 
antitrust laws. California sued Amazon for allegedly 
preventing fair competition in the online retail market 
and creating a “vicious anti-competitive cycle” that 
ultimately raises prices for consumers. The lawsuit 
echoes an earlier complaint filed in the District of 
Columbia in May, 2021, which the D.C. Superior Court 
dismissed in March 2022. 

Finally, a group of states joined the FTC in accusing 
Meta of thwarting competition in social networking 
through its acquisitions of Instagram and WhatsApp. 
In June 2021, a federal judge dismissed the state 
claims but permitted the FTC’s claims to proceed. The 
states appealed the dismissal of their claims.

Looking Ahead to 2023
•	  Revisions to state antitrust laws remain unlikely.

•	  Antitrust enforcement through multistate litigation will likely remain a significant 
priority for both Republican and Democratic attorneys general.  

•	  App stores will continue to be a focus for state legislation and litigation.

https://www.congress.gov/bill/117th-congress/senate-bill/2710
https://www.blumenthal.senate.gov/newsroom/press/release/blumenthal-blackburn-and-klobuchar-introduce-bipartisan-antitrust-legislation-to-promote-app-store-competition
https://www.justice.gov/opa/press-release/file/1328941/download
https://agportal-s3bucket.s3.amazonaws.com/uploadedfiles/Another/News/Press_Releases/Utah%20v%20Google.1.Complaint%20%28Redacted%29.pdf
https://www.cnbc.com/2021/07/07/states-bring-new-antitrust-suit-against-google-over-google-play.html
https://naagweb.wpenginepowered.com/wp-content/uploads/2021/07/TX-et-al.-v.-Google-complaint.pdf
https://naagweb.wpenginepowered.com/wp-content/uploads/2021/07/TX-et-al.-v.-Google-complaint.pdf
https://oag.ca.gov/system/files/attachments/press-docs/2022-09-14%20California%20v.%20Amazon%20Complaint-redacted.pdf
https://oag.dc.gov/sites/default/files/2021-05/Amazon-Complaint-.pdf
https://oag.dc.gov/sites/default/files/2021-05/Amazon-Complaint-.pdf
https://thehill.com/regulation/court-battles/3650763-states-doj-ask-court-to-revive-antitrust-lawsuit-against-meta/
https://storage.courtlistener.com/recap/gov.uscourts.dcd.224923/gov.uscourts.dcd.224923.137.0_1.pdf
https://storage.courtlistener.com/recap/gov.uscourts.dcd.224923/gov.uscourts.dcd.224923.137.0_1.pdf
https://www.cadc.uscourts.gov/recordings/recordings2022.nsf/3E678CBAEAF813C3852588C2005A933C/$file/21-7078.mp3


17The State of State Platform Regulation

Online child safety has become a growing concern 
for both federal and state lawmakers of both political 
parties.  Policymakers have been increasingly focused 
on this issue since Francis Haugen’s 2021 disclosures of 
internal research about Facebook and Instagram’s impact 
on minors. States have sought to impose new restrictions 
to make the internet safer and healthier for minors.
 

Safety by Design
California became the first state to pass a comprehensive 
safety-by-design code when Governor Gavin Newsom signed 
the California Age-Appropriate Design Code Act (AADC) 
into law in September 2022. This bill adopted an approach 
taken from the United Kingdom’s Age Appropriate Design 
Code (also known as the Children’s Code). 
 
The law requires businesses of a certain size “doing 
business in California” to submit a data protection 
impact assessment (DPIA) to the California attorney 
general explaining how their online service may expose 
children to harmful content. Examples of harmful designs 
include facilitating unwanted contact between children 
and adults, using algorithms to promote harmful content, 
certain forms of targeted advertising, and encouraging 
unhealthy use of technology. The bill also requires 
businesses to default their platforms or services to the 
highest level of privacy when used by a child unless the 
business can provide a compelling reason that a different 
setting is in the best interest of the child.
 
The AADC seems likely to provide a model for other 
states considering regulation of minors’ online 
experiences. In September 2022, New York introduced its 
version of the California law. Although it generally follows 
the California bill’s template, the New York bill would 
also require online platforms to notify parents in case 
of emergencies involving their children and to expedite 

warrants and subpoenas about crimes involving children. 
The bill remains in committee.
 

Children’s Privacy 
As discussed above, all five of the comprehensive state 
data privacy bills passed since 2018 include some 
provisions related to protecting children’s data privacy. 
Each of these bills requires parental opt-in consent 
for the collection or sale of certain children’s data. 
Colorado, Connecticut, and Virginia require parental 
opt-in only for sensitive data. California and Utah 
require it for any personal data. Notably, Utah, Virginia, 
and Colorado define “child” as anyone under 13, while 
California and Connecticut include anyone under 16. 
Several of the bills introduced but not passed in other 
states set the bar at 18. 
 

Online Child Safety 
•	  “Safety by design” state legislation has gained traction as a model for regulating minors’ 

experiences online. California passed a “safety by design” bill modeled on regulation in the 
United Kingdom. New York is considering a similar bill. 

•	  At least three other states introduced explicit child safety bills in 2022. Dozens introduced 
privacy legislation that includes new restrictions for children. 

https://www.commerce.senate.gov/2021/10/protecting%20kids%20online:%20testimony%20from%20a%20facebook%20whistleblower
https://www.wsj.com/livecoverage/facebook-whistleblower-frances-haugen-senate-hearing/card/AxUJ0Sioqe4Px8YzsGuc
https://www.wsj.com/livecoverage/facebook-whistleblower-frances-haugen-senate-hearing/card/AxUJ0Sioqe4Px8YzsGuc
https://www.wsj.com/livecoverage/facebook-whistleblower-frances-haugen-senate-hearing/card/AxUJ0Sioqe4Px8YzsGuc
https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=202120220AB2273
https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=202120220AB2273
https://ico.org.uk/media/for-organisations/documents/2618180/the-childrens-code-an-introduction-for-small-businesses.pdf
https://ico.org.uk/media/for-organisations/documents/2618180/the-childrens-code-an-introduction-for-small-businesses.pdf
https://www.nysenate.gov/legislation/bills/2021/S9563
https://www.nysenate.gov/legislation/bills/2021/S9563
https://leg.colorado.gov/bills/sb21-190
https://www.cga.ct.gov/asp/cgabillstatus/cgabillstatus.asp?selBillType=Bill&bill_num=SB00006&which_year=2022
https://law.lis.virginia.gov/vacodefull/title59.1/chapter53/
https://leginfo.legislature.ca.gov/faces/codes_displayText.xhtml?division=3.&part=4.&lawCode=CIV&title=1.81.5
https://le.utah.gov/~2022/bills/static/SB0227.html
https://le.utah.gov/~2022/bills/static/SB0227.html
https://law.lis.virginia.gov/vacodefull/title59.1/chapter53/
https://leg.colorado.gov/bills/sb21-190
https://leginfo.legislature.ca.gov/faces/codes_displayText.xhtml?division=3.&part=4.&lawCode=CIV&title=1.81.5
https://www.cga.ct.gov/asp/cgabillstatus/cgabillstatus.asp?selBillType=Bill&bill_num=SB00006&which_year=2022
https://www.akleg.gov/basis/Bill/Detail/32?Root=HB159
https://www.myfloridahouse.gov/Sections/Bills/billsdetail.aspx?BillId=76556
https://ico.org.uk/for-organisations/guide-to-data-protection/ico-codes-of-practice/age-appropriate-design-code/
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Proposed laws on addiction,  
algorithms, and account creation
Beyond the laws discussed above, a series of bills 
intended to protect children online have been proposed 
but not yet passed.
 
One bill targets addiction. In August 2022, California 
state senators introduced the Social Media Platform 
Duty to Protect Children Act. The bill would allow 
local prosecutors to sue social media companies for 
knowingly utilizing tools to make children addicted to 
their platform or service.

A Minnesota proposal would prohibit platforms from 
“using a social media algorithm to target user-generated 
content at an account holder under the age of 18.” 

Finally, in Connecticut, a bill was introduced that would 
require parental consent before children under the age of 
16 can create a social media account. The bill has yet to 
be voted on.
 
Federal legislators have also introduced child safety 
legislation. The Kids Online Safety Act was introduced 
by Senators Marsha Blackburn (R-TN) and Richard 
Blumenthal (D-CT). If passed, the legislation would 
likely preempt some portions of state law governing 
child safety online. 
 

State Litigation
Beyond legislation, states have initiated investigations 
and lawsuits accusing social media platforms of causing 
harm to children and misusing children’s personal 
information. NC Attorney General Josh Stein has recently 
led bipartisan, multistate investigations focusing on 
children’s experiences on Meta, Snap, and TikTok. In 
June 2022, eight states brought lawsuits against Meta 
claiming that prolonged exposure to Meta’s platforms—
including Instagram—led to suicides, suicide attempts, 
self-harm, eating disorders, anxiety, depression, and 
other mental health conditions among young users.

In 2019, Google and YouTube agreed to a $170 million 
settlement with the New York Attorney General for 
allegedly violating the federal Children’s Online Privacy 
Protection Act (COPPA). The lawsuit alleged that YouTube 
collected personal information from viewers of “child-
directed channels” without parental consent making 
millions by using the information to deliver targeted ads to 
viewers. As part of the settlement, Google was required to 
develop a system that permits channel owners to identify 
their content as child-oriented. 

Relatedly, in late 2021, Google and the New Mexico 
Attorney General reached a settlement over allegations 
that Google violated COPPA. The lawsuit accused 
Google of using its educational platforms as a means 
to collect the personal data of New Mexico children 
without their knowledge or permission. 

Looking ahead to 2023
•	  Both parties will prioritize online child safety policy.

•	  State privacy legislation will include heightened protections for children. As more states pass 
privacy bills, many of them will likely implement specific additional privacy protections for 
minors’ data.

•	  More state bills will adopt a “safety by design approach, following the model of 
California’s Age-Appropriate Design Code.

https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=202120220AB2408
https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=202120220AB2408
https://www.google.com/url?q=https://www.business-standard.com/article/international/us-bill-to-allow-parents-to-sue-social-media-over-child-addiction-fails-122081300344_1.html&sa=D&source=docs&ust=1668768771772047&usg=AOvVaw26rMGHmjt8Z3s2sYcUoqUj
https://www.revisor.mn.gov/bills/bill.php?b=Senate&f=SF3933&ssn=0&y=2021
https://www.cga.ct.gov/asp/CGABillStatus/cgabillstatus.asp?selBillType=Bill&bill_num=SB208
https://www.congress.gov/bill/117th-congress/senate-bill/3663/cosponsors
https://www.blumenthal.senate.gov/newsroom/press/release/blumenthal-and-blackburn-introduce-comprehensive-kids-online-safety-legislation
https://ncdoj.gov/attorney-general-josh-stein-leads-nationwide-instagram-investigation/
https://ncdoj.gov/attorney-general-josh-stein-leads-44-bipartisan-attorneys-general-pressing-tiktok-and-snapchat-over-parental-controls/
https://ncdoj.gov/attorney-general-josh-stein-is-investigating-tiktok/
https://www.ftc.gov/news-events/news/press-releases/2019/09/google-youtube-will-pay-record-170-million-alleged-violations-childrens-privacy-law
https://www.ftc.gov/news-events/news/press-releases/2019/09/google-youtube-will-pay-record-170-million-alleged-violations-childrens-privacy-law
https://www.axios.com/2021/12/13/google-new-mexico-children-privacy
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Maryland passed a new digital advertising tax in 
February 2021. The law was passed after a Democratic 
supermajority in the legislature voted to override 
Republican Governor Larry Hogan’s veto. The 
law defines digital advertising services to include 
“advertisement services on a digital interface, including 
advertisements in the form of banner advertising, 
search engine advertising, interstitial advertising, and 
other comparable advertising services.” The tax applies 
to entities with at least $100 million in global annual 
gross revenue and $1 million in annual gross revenue 
derived from digital advertising services in Maryland. 
The tax rate varies based on the global annual gross 
revenue of the company and ranges from 2.5% to 10%. 
The tax is expected to raise as much as $250 million 
per year, and most of the revenues would be used for 
improve public education in the state.

On October 17, the Maryland Circuit Court struck 
down the law, holding that it is unconstitutional and 
preempted by federal law. Maryland’s attorney general 
has announced that he will appeal the decision. 
 
In the past two years, legislators in at least five 
states have proposed but not passed bills that would 

impose taxes on digital advertising. Proposed bills 
in Connecticut and Indiana would apply only to in-
state advertising revenue on social media platforms. 
Proposed bills in at least three other states would 
impose taxes on all in-state digital advertising, following 
the Maryland model.
 
Lawmakers in Washington, West Virginia, and New 
York introduced bills that would tax the collection of 
consumer data. Legislators in Massachusetts proposed 
taxing the sale of consumer data.

Legislators have suggested states should use the funds 
from these new digital taxes to help address community 
needs. As in Maryland, bills in Massachusetts and Texas 
would use tax revenues for education. Legislators in 
Connecticut and Indiana sought to use their proposed 
taxes to fund efforts to prevent suicide, online bullying, 
and social isolation. Legislators in Arkansas proposed to 
use a portion of the tax revenue to address cyber crimes 
against children. Legislators in Arkansas, Indiana, 
and Massachusetts proposed using funds to improve 
broadband services in rural areas.

Taxation
•	  Maryland is the first state to enact a digital services tax on online advertising. The law 

would use a portion of the tax receipts to pay for public education. The law remains in 
limbo pending litigation. 

•	  Legislators in at least five states have also introduced proposals to impose new taxes on 
digital advertising. 

•	  At least four states have proposed taxing the collection or sale of consumer data.

Looking Ahead to 2023
•	  Lawmakers will continue to propose new digital taxes.

•	  Due to the legal challenges to Maryland’s digital tax law, states will likely pursue 
alternative models for taxing the technology sector. 

https://mgaleg.maryland.gov/2020RS/bills/hb/hb0732E.pdf
https://www.marylandmatters.org/2020/01/30/senators-ponder-menu-of-tax-measures-to-fund-kirwan/
https://casesearch.courts.state.md.us/casesearch/inquiryDetail.jis?caseId=C02CV21000509&loc=60&detailLoc=ODYCIVIL
https://thedailyrecord.com/2022/10/17/judge-strikes-down-md-s-digital-advertising-tax-as-unconstitutional/
https://thedailyrecord.com/2022/10/17/judge-strikes-down-md-s-digital-advertising-tax-as-unconstitutional/
https://news.bloombergtax.com/daily-tax-report-state/maryland-ag-to-appeal-court-ruling-to-end-new-digital-ad-tax
https://www.cga.ct.gov/2021/TOB/H/PDF/2021HB-05645-R00-HB.PDF
https://www.cga.ct.gov/2021/TOB/H/PDF/2021HB-05645-R00-HB.PDF
http://iga.in.gov/static-documents/2/0/7/0/20705e57/HB1312.01.INTR.pdf
http://iga.in.gov/static-documents/2/0/7/0/20705e57/HB1312.01.INTR.pdf
https://www.nysenate.gov/legislation/bills/2021/S1124
https://www.nysenate.gov/legislation/bills/2021/S1124
https://capitol.texas.gov/tlodocs/87R/billtext/html/HB04467I.htm
https://capitol.texas.gov/tlodocs/87R/billtext/html/HB04467I.htm
https://www.wvlegislature.gov/bill_status/bills_text.cfm?billdoc=SB605%20INTR.htm&yr=2021&sesstype=RS&i=605
https://www.wvlegislature.gov/bill_status/bills_text.cfm?billdoc=SB605%20INTR.htm&yr=2021&sesstype=RS&i=605
https://lawfilesext.leg.wa.gov/biennium/2021-22/Pdf/Bills/House%20Bills/1850-S2.pdf?q=20221014050136
https://lawfilesext.leg.wa.gov/biennium/2021-22/Pdf/Bills/House%20Bills/1850-S2.pdf?q=20221014050136
https://lawfilesext.leg.wa.gov/biennium/2021-22/Pdf/Bills/House%20Bills/1850-S2.pdf?q=20221014050136
https://lawfilesext.leg.wa.gov/biennium/2021-22/Pdf/Bills/House%20Bills/1850-S2.pdf?q=20221014050136
https://www.nysenate.gov/legislation/bills/2021/s4959
https://www.nysenate.gov/legislation/bills/2021/s4959
https://www.nysenate.gov/legislation/bills/2021/s4959
https://malegislature.gov/Bills/192/S1938
https://malegislature.gov/Bills/192/S1938
https://malegislature.gov/Bills/192/H2894
https://capitol.texas.gov/tlodocs/87R/billtext/html/HB04467I.htm
https://www.cga.ct.gov/2021/TOB/H/PDF/2021HB-05645-R00-HB.PDF
http://iga.in.gov/static-documents/2/0/7/0/20705e57/HB1312.01.INTR.pdf
https://mgaleg.maryland.gov/2020RS/fnotes/bil_0002/hb0732.pdf
https://mgaleg.maryland.gov/2020RS/fnotes/bil_0002/hb0732.pdf
http://iga.in.gov/static-documents/2/0/7/0/20705e57/HB1312.01.INTR.pdf
https://malegislature.gov/Bills/192/S1938
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